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Transana Multiuser Setup Instructions 
Version 4.00 

 
Upgrading from an earlier version of the Message Server?   See  UPGRADE YOUR SERVER on page 18.  

 

Overview 
 

Real-time collaboration and data sharing for Transana Multiuser requires a shared server to manage 
shared data. There are two options. 
 
One alternative is to use the Transana Cloud Service.  The Transana Cloud Service provides remote 
server capability for projects who subscribe to the service. This service provides a secure, cost-effective 
way to avoid the complexity and expense of setting up and maintaining your own server. 
 
The other alternative is to set up your own server.  Transana Multiuser server setup if fairly straight-
forward, well within the capacity of most IT departments but sometimes challenging for individuals 
without some technical background. Adding security to the server adds a bit of complexity, but is still 
manageable.  This guide describes that process. 
 
Here’s an illustration of the components of a typical Transana-MU setup, and how they relate to one 
another: 
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To share Transana data, the first thing a project needs to do is to set up a centralized Transana server 
that is accessible to everyone in the project via your network or through the Internet. The Transana 
server need to run a MySQL database server and the Transana Message Server. If your users are not all 
on the same network, you will also want to set up a file sharing service to manage video, audio, and still 
image data file sharing. 

 MySQL is a popular database server program. This is where all the Transana-generated data 
(also referred to as analytic data or metadata) is stored. This is all of your data except your 
image and media files, and includes your transcripts, coding definitions, data organization, and 
notes. 

 The Transana Message Server facilitates communication among all running copies of Transana 
Multiuser that are connected to the same database. The Message Server allows all copies of 
Transana to stay synchronized and up-to-date, allowing each user to see what changes to the 
data other users are making. 

 Users within a local area network (LAN) can share a single copy of a project’s media and image 
files in a shared network directory, but internet file transfer speeds are not adequate for the 
kinds of media file access that Transana requires to support media file sharing across network 
boundaries.  As a result, each separate location (as defined by LAN membership) requires a copy 
of the project’s “Media Library” containing the video, audio, and still image data being analyzed.  
A file sharing system that facilitates the online distribution of data files via the Internet by 
keeping copies of a project’s media library synchronized.   

Finally, each computer that will access the project data must have a copy of the Transana Multiuser 
program. The computer must be configured to connect to the centralized MySQL database, the 
centralized Transana Message Server, and the local video storage system.  
 

NOTE: Many Internet Service Providers do not allow customers to run servers from private residences. 
Users who wish to be able to access data on their home computer from outside the home should check 
with their Internet Service Provider to see if this is permitted before taking the time to set up a 
Transana-MU server. 
 

For the next step, please proceed to one of the following: 
 

Set Up A Server – page 3 
 

Secure Your Server – page 7 
 

Set Up User Accounts – page 10 
 

Configure Transana to Connect to the Server – page 12 
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Set Up A Server  

The first step in setting up a Transana Server is to install the MySQL Database Server.  

MySQL Versions 

Different versions of MySQL may require different versions of Transana. 

Database Server Transana version comments 
MySQL 8.0.x (Recommended) Requires Transana Multiuser 3.30 or later. 
MySQL 5.7.x and 5.6.x Requires Transana Multiuser 2.60 or later. 
MySQL 5.5.x to MySQL 4.1.x Used with Transana Multiuser 1.1 through 2.53. 
MariaDB 10.x 
(Not recommended) 

Requires Transana Multiuser 3.10 and later.* 
(* Recent reports suggest that some versions of MariaDB may not be compatible with some 
versions of Transana.) 

We are unable to test all possible combinations of server operating systems, user operating systems, 
and Transana Multiuser versions.  If you run into difficulty, please let us know through the Contact page 
on the Transana Web Site at https://www.transana.com . 

Install and Configure MySQL 
 

1. Download the appropriate MySQL Community Server installer for your server’s operating 
system. It is available at https://dev.mysql.com/downloads.  

NOTE: The extensive MySQL documentation available on the MySQL Web Site can help you make 
sense of the rest of these instructions. We strongly recommend you familiarize yourself with the 
MySQL Manual, as it can answer many of your questions. 

2. You may want to download and install the MySQL Workbench Tool as well. MySQL Workbench 
is the easiest way to create databases (also called schemas) and manage user accounts in my 
experience. 

3. Install MySQL from the installer file you downloaded. Follow the on screen instructions. For 
MySQL 5.5.x, I recommend “multi-language” support, making the UTF8 character set the 
default. Be sure to assign a password to the root user account, and I would recommend against 
enabling the Guest account. 

4. You need to increase the value of the “max_allowed_packet” configuration variable. I 
recommend using a value of 64M to allow for transcripts with multiple images, but in any case 
this value should be set to at least 8,500,000. 

This variable controls the maximum size of a single Transcript record in Transana. MySQL 5.5.x’s 
default setting is 1M (1 megabyte), which can usually hold a standard verbatim transcript of a 
video with a length of between one and two hours with no images. Users may find longer 
transcripts getting truncated when using this value, so Transana insists on the 8M minimum 
setting. However, Transana allows users to insert images in their transcripts, and 8M allows for 
only a few images. I have found that 64M allows for a sufficient number images (100 – 150 
images, depending on image size), while allowing good performance for transcripts without 
large numbers of images. 
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There are a variety of ways to set this configuration value. 

You can use the MySQL Workbench, run on the server. Under Configuration > Options File, 
select the Networking tab. Under Data / Memory Size, check the max_allowed_packet option 
and set a value somewhere between 64M and 8,500,000. 

Or you can locate the appropriate “my.ini” or “my.cnf” MySQL Initialization file (mine are 
“C:\ProgramData\MySQL\MySQL Server 5.7\my.ini” on Windows, “/etc/my.cnf” on OS X, and 
“/etc/mysql/mysql.conf.d/mysqld.cnf” on Ubuntu 20.04 LTS.  Yours may be different.) and edit 
the file manually. Add the line: 

        max_allowed_packet = 64M 

in the [mysqld] section of the configuration file. 

What will work for you may differ, depending on the MySQL version and the operating system 
you are using. 

Once this change is made, you will need to restart MySQL. 

Set up a MySQL Schema and User Accounts 

You need to set up at least one MySQL Schema (Transana database) in MySQL. You also need to create 
user accounts for all of your users. Finally, you need to give each user account the appropriate privileges 
to access the schema you have created. See Set Up User Accounts (page 10) for more information on 
this. 

NOTE: Each Transana user needs their own user account. Users should not share accounts.  Users 
sharing the same account can inadvertently interfere with each other’s record locks, creating the 
potential for some loss of work. 

Set up the Transana Message Server 

You need to install the correct version of the Transana Message Server. It does not need to be installed 
on the same server as MySQL, although it usually is. 

To set up the Transana Message Server, follow these instructions: 

1. If your server is running an earlier version of the Transana Message Server, you need to remove 
the old Message Server before installing the new one. See the Transana Message Server 
Upgrade Guide (page 16.) 

2. Download the appropriate Transana Message Server 4.00 installer for the operating system on 
your server from the Transana web site. The link to the download page is in the Transana 
Multiuser Purchase e-mail that was sent to the identified Researcher of the Transana Multiuser 
purchase. 

3. Please read the section for the appropriate operating system: 
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Windows: 

Unzip the archive file and run the Transana Message Server installer. Follow the instructions 
displayed during the installation process. The Message Server service should start automatically 
and it should configure itself to restart automatically when the server reboots.  
Mac OS X 

Install the Transana Message Server on the server. 

Reboot your computer now so that the Transana Message Server will start.   

Linux 

As of May, 2021, Transana offers two variations of the Transana Message Server installer, one 
for Ubuntu 20-04 LTS and compatible Debian systems, and one for Fedora Core 34 and 
compatible Red Hat systems.   See the README.txt file included in the download for installation 
instructions.  If neither of these installers works for you, use the Contact form on the Transana 
web page and let me know what Linux version you are using.  I’ll see what I can do.  

Set up SSL Security (STRONGLY recommended) 

SSL is used to secure connections to servers. If you set up SSL properly, communication between 
Transana and the server will be encrypted, so that hackers will not be able to decipher that 
communication. If you don’t set up SSL, all of the communication is done in plain text, making your data 
vulnerable to interception. 

See Secure Your Server (page 9) for information on how to create and install the SSL Certificates you 
need. 

Configure the Firewall 

For Transana Multiuser to be able to connect to the MySQL Server and the Transana Message Server, 
you need to make sure port 3306 for MySQL and ports 17595 and 17596 for the Transana Message 
Server are accessible through the firewall. (Port 17595 allows insecure connections to the Transana 
Message Server and port 17596 allows secure connections. Open port 17596 only to require a secure 
connection.)   

The Server itself may be running a server firewall, and you will need to open the ports for other users on 
your network to be able to access MySQL and the Transana Message Server you have set up. 

In some cases, there is an additional network firewall between the local network and the outside 
internet. (Local networks often cover a single building or department, with the local network having a 
“gateway” to the internet which is where the network firewall operates.) You will need to open the 
same ports on the Network Firewall if you want users outside of your local network to be able to access 
your Transana server. Contact your local network administrator for assistance. 

Creating a Shared Network Volume for the Media Library 
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You may wish create a shared network volume where users can store media and image files to be 
shared with all Transana Multiuser users on your local network. Be sure to allocate sufficient disk space 
for all necessary video files. This volume may be on your Transana Server or on another computer, but it 
should be accessible to all Transana Multiuser users on your network. 

If you will have Transana Multiuser users connecting to the MySQL and Transana Message Server 
instances you just set up from outside the network, these outside collaborators will need to set up their 
own parallel Media Library volumes. The internet is not sufficiently fast to allow the kind of access to 
media files that Transana needs over the internet.  File sharing services such as Box, DropBox, Google 
Drive, OneDrive, and iCloud often offer automatic synchronization options that are very useful. 

Configure your computer 

Each user will need the following information to connect to the server you have just set up: 

 Username and password.  

Do NOT create a single user account for users to share. The analytic process flows more 
smoothly when users can tell who else is interacting with the data, who has locked a record, and 
so on. Users sharing the same account may also inadvertently unlock records improperly, 
causing data loss. 

 The DNS name or IP address of the MySQL Server computer. 
 The name of the database set up for the project. 
 The DNS name or IP address of the Transana Message Server computer. 
 Copies of the appropriate SSL files for connecting to the MySQL and Transana Message Servers 
 Instructions on how to connect to the local network’s local Media Library folder. 

Once users have this information, they are ready to start setting up their computers using the link 
below. Some projects appoint a “Transana Expert” to help new users get configured. 
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Secure Your Server 

Data security is important, but can be complicated. The following instructions describe one way to 
create and install self-signed certificates for a Transana server, but many other options exist. The 
instructions are not meant to be complete or comprehensive, but hopefully will provide you with 
information that you will find helpful in understanding the steps involved in securing your Transana 
server. 

There are two independent server programs that you will want to secure, and they need to be secured 
separately.  MySQL is your database server software, and the Transana Message Server is your 
communication server software. (These two server programs often, but not always, run on the same 
server computer.)  Both of these server programs are essential to the proper functioning of Transana 
Multiuser, and we recommend that they both should be secured. 

MySQL 

The process of creating SSL Certificates and installing them for MySQL is documented on the MySQL 
Web Site.  

With MySQL 8, I used MySQL’s automatic certificate generation and the process worked well, once I 
found the files that were automatically generated.  I don’t know how well it matches the detailed 
description below, given MySQL 8’s changes to the login process.  I just know it worked and was easier. 

The following instructions work (for me) with MySQL 5.5 through MySQL 5.7 on my test servers on 
Windows, MacOS, and Ubuntu.  I followed the MySQL 5.5 instructions starting at 
http://dev.mysql.com/doc/refman/5.5/en/ssl-connections.html. (There are slightly different versions of 
these documents for each MySQL version.) MySQL explains basic SSL (Secure Socket Layer) concepts at 
http://dev.mysql.com/doc/refman/5.5/en/ssl-basics.html and describe how to create your own self-
signed certificates for use with MySQL 5.5 at http://dev.mysql.com/doc/refman/5.5/en/creating-ssl-
certs.html. If you are using a different version of MySQL, it’s pretty easy to find the appropriate versions 
of these documents on the MySQL web site. 

Following the instructions under “Creating SSL Files from the Command Line on Unix,” I created files 
called “ca-cert.pem”, “server-key.pem”, “server-cert.pem”, “client-key.pem”, and “client-cert.pem”. 
Here’s a summary of the commands I used: 

openssl genrsa 2048 > ca-key.pem 
 
openssl req -new -x509 -nodes -days 3600 -key ca-key.pem -out ca-cert.pem 
 
openssl req -newkey rsa:2048 -days 3600 -nodes -keyout server-key.pem \ 
 
        -out server-req.pem 
 
openssl rsa -in server-key.pem -out server-key.pem 
 
openssl x509 -req -in server-req.pem -days 3600 -CA ca-cert.pem \ 
 
        -CAkey ca-key.pem -set_serial 01 -out server-cert.pem 
 
openssl req -newkey rsa:2048 -days 3600 -nodes -keyout client-key.pem \ 
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        -out client-req.pem 
 
openssl rsa -in client-key.pem -out client-key.pem 
 
openssl x509 -req -in client-req.pem -days 3600 -CA ca-cert.pem \ 
 
        -CAkey ca-key.pem -set_serial 01 -out client-cert.pem 

I then ran the “MySQL Workbench” tool (from MySQL) on the MySQL server. I selected the “Options 
File” option on the left sidebar, and selected the Networking tab. I selected the “ca-cert.pem” file for the 
“ssl-ca” option, the “server-cert.pem” file as the “ssl-cert” option, and the “server-key.pem” file as the 
“ssl-key” option, and pressed “Apply” to save the changes. I then stopped and re-started the MySQL 
service so these changes would take effect. 

 

I copied the “client-cert.pem” and “client-key.pem” files to all of my Transana computers so I can select 
these files on the SSL tab during Transana-MU connection as the “Database Server SSL Client Certificate 
File” and the “Database Server SSL Client Key File” files respectively. 
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Transana Message Server 

You can use the Transana Message Server without an SSL certificate. In this case, Transana Message 
Server messages are transmitted in plain text. (NOTE: If you do not use SSL for your MySQL Connection, 
the Transana Message Server will not use SSL either.) 

As a courtesy, the Transana Message Server is shipped with a default set of SSL certificate files. To use 
these, simply install the Transana Message Server, distribute the “TransanaMessageServer-cert.pem” 
file from the Message Server’s installer to your Transana users, and have them specify this file as their 
Message Server SSL Certificate File. (See the client configuration instructions.) In this case, Transana 
Message Server messages are encrypted. However, this method of encryption leaves you open to “Man 
in the Middle” attacks, where someone uses the same set of certificates on their own server to intercept 
your communications. 

You also have the option of creating your own certificate files. The advantage of building your own 
certificates is that then no one can pretend to be your server, nor can anyone connect to your client’s 
SSL port without your certificate. 

Therefore, I recommend creating your own certificates. Following the model provided by http://carlo-
hamalainen.net/blog/2013/1/24/python-ssl-socket-echo-test-with-self-signed-certificate, I used 
OpenSSL to process the following commands: 

openssl genrsa -des3 -out transanamessageserver.orig.key 2048 
 
openssl rsa -in transanamessageserver.orig.key -out TransanaMessageServer-key.pem 
 
openssl req -new -key TransanaMessageServer-key.pem \ 
 
       -out transanamessageserver.csr 
 
openssl x509 -req -days 3650 -in transanamessageserver.csr \ 
 
       -signkey TransanaMessageServer-key.pem \ 
 
       -out TransanaMessageServer-cert.pem 
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This created the TransanaMessageServer-cert.pem and TransanaMessageServer-key.pem files needed 
for securing the Transana Message Server. 

Once the files have been created, locate the directory where the Transana Message Server program is 
installed on your server. Copy the new “TransanaMessageServer-cert.pem” and 
“TransanaMessageServer-key.pem” files into the Message Server’s SSL directory. (Because the Transana 
Message Server has no user interface, the file names for the SSL files are hard-coded into the program.) 
Then stop and restart the Message Server or reboot the server so that the new certificate files will be 
used. 

Distribute the “TransanaMessageServer-cert.pem” file to Transana users to select as the “Message 
Server SSL Certificate File” on the SSL tab during Transana connection, as shown above. 

 

Set Up User Accounts 

There are many ways to create use accounts in MySQL.  The following describes what I consider to be 
the easiest method. 

I have downloaded and installed the MySQL Workbench Tool from the MySQL Web Site. This tool works 
nicely to manage databases (called schemas in Workbench) and user accounts, as well as to directly 
manipulate data in MySQL tables. The tool has some differences between different versions and on 
different platforms, so the following directions are necessarily a bit vague on the details. These 
directions assume you have already defined your Server Instance in the MySQL Workbench and that 
your user account has the appropriate privileges for these activities. 

If I need to create a new database for Transana: 

 I start at the MySQL Workbench Home screen. 

 I click the connection for the server I want to use and enter my password. This makes a 
connection to the selected server. 

 In the top toolbar, I select the “Create a new schema in the connected server” icon, which for 
me is the 4th icon. 

 I give my schema (my Transana database) a name (avoiding spaces in the name), and press the 
Apply button. 

 The “Apply SQL Script to Database” window pops up, and I again press the Apply button, 
followed by pressing the “Finish” button when the script is done executing. 

My Transana Database now exists, so I now need to add or authorize user accounts. 

Each person using Transana-MU needs a unique user account with permission to access the Transana 
database. If multiple users share the same account, Transana cannot distinguish who is editing what 
object, as this is tracked by account user name, and they may inadvertently cancel each other’s record 
locks, potentially causing data loss. 

To create user accounts for an existing database: 
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 If you are using SSL: 
o To require an SSL connection, use the following SQL command in a SQL tab in the MySQL 

Workbench: 

GRANT ALL PRIVILEGES ON (database).* 

  TO ’(username)’@’%’ 
  IDENTIFIED BY ’(password)’ 
  REQUIRE SSL; 

 If you are not using SSL: 
o Once I’ve established my connection in the MySQL Workbench, I select “Users and 

Privileges” under “Management”. 

o At the bottom of the screen, I press the “Add Account” button, then provide a Login 
Name and password on the Login tab. 

o After that, I go to the Schema Privileges tab and click the “Add Entry…” button on the 
right-hand side of the screen. This pops up the New Schema Privilege Definition 
window. 

o I select “Selected Schema”, followed by the name of the database I want to provide 
access to. 

o Once this is done, the bottom section of the screen, where privileges are managed, will 
be enabled. Click the “Select ALL” button, or at minimum, select the following: ALTER, 
CREATE, DELETE, INSERT, SELECT, and UPDATE.   

o Make sure that the “GRANT” or “GRANT OPTION” right is NOT checked. (I don’t allow 
users of my databases to give permission to others to see their data.) 

o Then press the “Apply” button. 

These instructions are not meant to be detailed or comprehensive. They are intended only to help 
people get started with Transana-MU. Please see the documentation on the MySQL site for more 
information on manipulating databases, user accounts, and privileges.  
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Configure Transana to Connect to the Server 

Setup Instructions for Client Computers 

Once you’ve got the network server up and running, you need the following information to run Transana 
Multiuser 3.xx and connect to the servers: 

 A username and password 
 The DNS name or IP address and the port number (probably 3306) of the computer running 

MySQL 
 The name(s) of the database(s) for your project(s). 
 The DNS name or IP address of the computer running the Transana Message Server. 
 The path to the local Media Library folder. 
 The client-cert.pem and client-key.pem files that match the MySQL server, if using SSL. 
 The TransanaMessageServer-cert.pem file that matches the Transana Message Server, if using 

SSL. 

Please note that all computers accessing the same database must enter the MySQL computer 
information in the same way, and must use the same Transana Message Server. They do NOT need to 
connect to the same common video storage folder, but subfolders within each separate video storage 
folder must be named and arranged identically. 

1. Install Transana Multiuser. 
2. Start Transana Multiuser 4.xx. You will see the following screen: 

 

Enter your Username, Password, the DNS name or IP address of your MySQL Server, and the 
name of your project Database. If your server is set up to use SSL, check the Use SSL box as well. 
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3. On the Message Server tab, specify your Transana Message Server. 

 

Enter the DNS or IP address of your Transana Message Server. 

Please note that the Message Server Port entered should be for the non-SSL port, even if you 
are using SSL.  If you checked the SSL checkbox, Transana will automatically increase the 
Message Server port by 1. 

4. If you are using SSL, specify the paths to your MySQL client certificate and client key files and 
your TransanaMessageServer certificate file: 
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If you are not using SSL, make sure “Use SSL” is NOT checked on the Database tab. 

5. You can now press OK to start Transana. 
6. You need to configure your Media Library Directory before you will be able to connect to the 

project videos. On Windows, go to the “Options” menu and select “Program Settings”, while on 
macOS, go to the “Transana” program menu and select “Preferences”. Select the Directories 
tab. You will see the following screen: 

 

Under “Media Library Directory” browse to the project media file and still image Storage folder. 

We recommend also setting the “Waveform Directory” to a common waveforms folder so that 
each video only needs to go through waveform extraction once for everyone on the team to 
share. 
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Also, on Windows we recommend mapping a network drive to the shared media library folder if 
it is on another server, rather than using machine-qualified path names. We find that mapping 
drive V: to “\\VideoServer\ProjectDirectory” produces faster connections to videos than 
specifying “\\VideoServer\ProjectDirectory” in the Video Root directory. 

Troubleshooting Hints 

 Due to differences in the way they work, you cannot combine Transana 4.x Multiuser with older 
versions of Transana Multiuser on the same project. Everyone in the project must upgrade their 
copies of Transana at the same time.  The first person to connect to a database from an earlier 
Transana version will be asked if they want to upgrade the database.  Once this is done, all other 
users will need to upgrade to the same Transana version to be able to connect to the data. 

 All Transana-MU copies must refer to the MySQL server in the same way. Users cannot mix DNS 
names and IP addresses, or the Transana Message Server will not recognize the different copies 
as being connected to the same database. If you are running Transana-MU on your MySQL 
server using “localhost” Transana will prompt you for the name for your MySQL instance that 
outside users use. 

 All systems using the same database must connect to the same instance of the Transana 
Message Server, and must refer to it the same way. Users cannot mix IP address and DNS name 
references. If you are running Transana Multiuser on your Transana Message Server, you cannot 
refer to it as “localhost”, as Transana will not recognize that it is the same Transana Message 
Server instance that outside users are connecting to. 

 If your database server is set up to require SSL, you MUST check “Use SSL” and supply the 
appropriate MySQL certificate files. If your SSL certificate files don’t match your server, the 
connection will be denied. 

 If you are trying to connect from outside your network, the server must be accessible by IP. If 
you can’t ping it, you won’t be able to connect to it. 

 If you are connecting from outside your network, make sure that ports 3306 (MySQL), 17595, 
and 17596 (Transana Message Server) are accessible through the server firewall and through the 
network firewall. 

 If you are connecting from outside the network where the video is stored, you must have a local 
copy of the video. Streaming video from a Web Server will not work with Transana. Using a VPN 
account may prove too slow, causing the media to play in jerky, uneven way. 

 Each separate network connecting to the same Transana data set must have a local video 
repository that is organized in the same way. Transana uses the “Media Library Directory” 
setting to locate the local media file repository, but all media file repositories must look identical 
to Transana from that point.  
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Upgrade Your Server 

The first step in upgrading a Transana Server is to remove the old Message Server. Then you 
download and install the new Message Server. 

On Windows: 

For Transana 3.00  and 4.00 Message Servers: 

 Go to Settings > Apps. 
 Select “Transana Message Server” with the proper version number. 
 Click “Uninstall”. 

For Transana 2.x Message Servers: 

 Go into Control Panel > Administrative Tools > Services and stop the existing Transana Message 
Server service. 

 Navigate to the Transana Message Server program folder, “C:\Program Files 
(x86)\TransanaMessageServer” by default. 

 Double-click the file “unins000.exe”. This will uninstall the earlier Transana Message Server 
version. You will be asked to reboot. 

 If the service did not shut down properly prior to uninstall, you may need to manually delete the 
TransanaMessageServer program folder and its contents following the reboot. It’s not a bad 
idea to confirm that the Message Server program has been removed. 

To install the 4.00 Message Server: 

 Now download the file “TransanaMessageServer3xxWin.zip” from the Transana multi-user 
download page. The link to this page is in the researcher’s Transana Multiuser Purchase Receipt 
e-mail. 

 Unzip the downloaded file. Then double-click “TransanaMessageServer400Win.exe” to run the 
installer. 

 We recommend that you set up SSL security for the Transana Message Server (see page 7), but 
this is optional. 

 If you are using SSL to secure Message Server communication, you will need to open port 17596 
through your firewall. Port 17595 should already be open, and should be left open only if you 
want to allow insecure Message Server connections. 

 Follow the instructions in the installer. The Transana Message Server service *should* start 
automatically and it should configure itself to restart automatically. 

On Mac OS 

For Transana 4.00 Message Servers: 

 Use "ps -A | grep MessageServer" to identify the process id for Transana Message Server 4.00.  
Kill that process. 

 "sudo rm -R /usr/local/bin/transanamessageserver" 
 "sudo rm /Library/LaunchDaemons/transanamessageserver.plist" 
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 Reboot the computer. 

For Transana 3.00 Message Servers: 

 In Terminal, type: 
     sudo python /Applications/TransanaMessageServer/MessageServer.py stop  

 Remove the “TransanaMessageServer” folder from “Applications”. 
 Remove directory /Library/StartupItems/TransanaMessageServer and all of its contents. 
 Reboot your server. 

To install the 4.00 Message Server: 

 Download “TransanaMessageServer400Mac.dmg” from the Transana Multiuser download page. 
The link to this page is in researcher’s Transana Multiuser download instructions e-mail. 

 Install the TransanaMessageServer4.00Mac package. 
 We recommend that you set up SSL security for the Transana Message Server (see page 7), but 

this is optional. 
 If you are using SSL to secure Message Server communication, you will need to open port 17596 

through your firewall. Port 17595 should already be open, and should be left open if you want to 
allow insecure Message Server connections. 

 Reboot your server. 

On Linux: 

For Transana 4.00 Message Servers on Ubuntu and compatible Debian systems: 

 "sudo systemctl disable transanamessageserver.service" 
 "sudo rm -R /usr/local/bin/transanamessageserver" 
 "sudo rm /etc/systemd/system/transanamessageserver.service" 
 Reboot the computer.   

For Transana 4.00 Message Servers on Fedora Core and compatible Red Hat systems: 

 "sudo systemctl disable transanamessageserver.service" 
 "sudo rm -R /usr/local/bin/transanamessageserver" 
 "sudo rm /usr/lib/systemd/system/transanamessageserver.service" 
 Reboot the computer.   

For Transana 3.00 Message Servers on Ubuntu and compatible Debian systems: 

 If possible, stop the Transana Message Server from running. The Terminal command: 
ps -A | grep python 
may indicate the process id of the Transana Message Server (if no other Python processes are 
running), allowing you to issue a kill command. 

 Remove the existing “/etc/transanamessageserver” folder and all of its contents. 
 Remove whatever references you created so that the message server program would start 

automatically.  (This varies from one Linux version to another.) 

To install the 4.00 Message Server: 
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 Download “TransanaMessageServer400Ubuntu.zip” or “TransanaMessageServer400Fedora.zip” 
as appropriate. 

 Follow the instructions in README.txt. 
 We recommend that you set up SSL security for the Transana Message Server (see page 7), but 

this is optional. 
 If you are using SSL to secure Message Server communication, you will need to open port 17596 

through your firewall. Port 17595 should already be open, and should be left open if you want to 
allow insecure Message Server connections. 

 Reboot your server. 

 


